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Research Question

Hypothesis:

Web crawling can automate key aspects of API 
reconnaissance to improve labour and time 
requirements for API vulnerability testing
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